How to Integrate One Drive on FlexiBackup

This guide is for those who want to back up their website on One Drive with the FlexiBackup module. Follow the step-by-step instructions

and you should be done in no time.

Get a Microsoft Azure Account

Before you get started, you'll need a Google account. If you don’t have one, sign up for one here.

B® Microsoft

Create account

example.com

Get a new email address

Trmmsaf Use  Fabvacy & Cookies

Got a Microsoft Azure account? Great! You can proceed to the next step.

Get Your Client ID and Client Secret
Next, you need to get your client ID and client secret key. You can get these by following these steps;

1. The first step is to register an app with Microsoft and provide some details about your app. You can register your application and receive

a new app ID from the Azure App registrations page.

App registrations 2

{ New registration () Refresh -+ Download [ Preview features &7 Got feedback?

@ sun o m:sum 2020 we will no longer add amy new features 10 N Ll R A .
vide feature updates. Applications will need to be upgraded to Mirosoft Authentication Library (MSAL) and Microsoft Graph. Lgam more

[od <]

Application (client) ID Created on Certificates & secrets

Display name

No results.

2. Click on the “New registration” link. You should be directed to the “App registrations* page.


https://signup.live.com/signup
https://aka.ms/AppRegistrations

Home

App registrations # b
+ Mewregistrafgn () Refresh & Download [l Preview features 27 Got feedback?

@ Starting June 30th, 2020 we will no longer add any new features to Azure Active Directory Authentication Library (ADAL) and Azure Active Directory Graph. We will continue to provide technical supgort and security updates but we will
s longer provide feature updates Applications will need to be upgraded to Microsoft Authentication Library (MSAL) andi Microsoft Graph. Leam more

= ]

Display name Application (client) ID Created on Certificates & secrets

No results.

3. Enter the name of your app in the name field of the “Register an Application form and select web, enter
“https://yourdomain.com/admin/flexibackup/onedrive” in the Redirect URI field. Replace “yourdomain.com” with your actual domain

name. Leave other fields as they are.
ations >

Home > App 1

Register an application b

* Name
The user-facing display name for this application (this can be changed later.

| New App - |

Supported account types

Who ¢an use this application or access this API?
() Accounts in any organizational directory (Any Microsoft Entra ID tenant - Multitenant)

() Accounts in any organizational directory (Any Microsoft Entra ID tenant - Multitenant) and personal Microsoft accounts (e.g. Skype,
Xbox)

() Personal Microsoft accounts only

Help me choose.

Redirect URI (optional)

By proceeding, you agree to the Microsoft Platform Policies o

4. Click on the “Register” button to submit the form. You should be redirected to the app details page.
Home > App registrations >

Register an application X

Supperted account types
Wha can use this application or access this API?
() Accounts in any organizational directory (Any Microsoft Entra ID tenant - Multitenant)

() Accounts in any organizational directory (Any Microsoft Entra ID tenant - Multitenant) and personal Microsoft accounts (e.g. Skype,
Xbox)

{®) Personal Microsaft accounts only

Help me choose.

Redirect URI (optional}
We'll return the authentication response to this URI after successfully authenticating the user. Providing this now is optienal and it can be
changed later, but a value is required for most authentication scenarios.

Select a platform v | | eg. hup e.com/auth

oft Platform Policies o

By

R

g, you dgree 10 1

5. Copy your Client ID to a safe location. You'll need this later.



Home > App registrations >

@ NewApp #

E € [ Delete 5 Preview features
B Overview O Got a second? we would an Microsaft identity platform (previously Azure AD far developer). =
& Quickstart
& Integration assistant . Essentials
Manage Display name : New App Copyta dipbaand Client credentials : Add 3 certificat

N N Application (cf : ddc3d89¢-9de1-4beb-bef2-dBb76b35d 1 Q Redirect URs : Add a Redirect UR|
B Branding & properties

Object 1D  015788%- 1416-4440-Eede-eb78Bb62abId Appication ID URI : Add an Application 1D URI

D Authentication
Directory (tenant) 1D © fBedef31-a31e-dbda-93e4-5(571e91255a

Certificates & secrets

Supported account types : Personal Microsoft account users

1l Token configuration

& AP permissions @ weicome 1o the new and improved App registrations. Loaking 1o leam how it's changed from Apg registrations (Legacy)? Leam more.

& Expose an API

a @ stning June 30th, 2020 we will no langer add any 10 Azure Active Di ¥ ion Library (ADAL) and Azure Active Directory Graph. We will continue to.
Cuners provide technical support and security updates but we will no longer provide feature updates. Applications will need to be upgraded to Microsoft Authentication Library (MSAL)

and Microsoft Graph. Leaen more
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6. Click on the “Add a certificate or secret” link. You should be directed to the “Certificates & secrets* page.

Home  App registrations >

@ NewApp #

[2 search ] « [ Delete [l Praview features
B Overview 3
~ Essentials
& Quickstart
Display name : New Agp Add a certficate or secret [y

# Integration assistant

Application [client) 1D : cd247e3f-fTa1-deTa-Bc3c-853chced556b + Lok,
Manage Object ID : bbacdcba-2e07-4615-9b65-365411de6adl Appéication ID URI : Add an Application ID URI

B Branding & properties Directory (tenant) ID : Bedef31-a31e-4b4a-93ed-5571e91255a

Supported accou

=Y tication ypes : Personal Microsoft account users

Certificates B secrets ) Welcome to the new and improved App registrations. Looking (o learn how it's changed from App registrations (Legacy)? Learn more
1! Token configuration

& APl permissions [i] smmg June 30th, 2020 we will no langer add any new features to Azure Active Directory Authentication Library (ADAL) and Azure Active Directory Gragh. We will continue 1o
cvide technical support and security updstes but we wil i longer provide feature updates. Applications will need to be upgraded t Microseft Authentication Library [MSAL)

@ Expose an API 2nd Microsoh Graph Leam more

& Owners
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7. Click on the “New client secret" button.

Home > App registrations > New App

New App | Certificates & secrets =

[ search | « & Gotteedback?

B Overview

-
Quickstart scheme). For a higher level of assurance, we recommend using a certificate (instead of a dlient secret) as a credential

# Integration assistant
Manage - "

) Application registration certificates and secrets can be found in the tabs below.
B Branding & properties

D Authentication Certificates (0)  Client secrets (0)

Certificates & secrets
A secret string that the application uses to prove its identity when requesting a token. Also can be refemed to as application password

11! Token configuration

& APl permissions + New client
& Expose an API Description | VTAICUANtg Expires Value © Secret ID
2 Owners

No cliant secrets have been created for this application
M Manifest

Support + Troubleshooting

8. Fill out the “Add a client secret* popup form.

Credentials enable confidential applications to identify themselves to the authentication service when receiving tokens at a web addressable location (using an HTTPS



Home > App registrations > New App

o New App | Certificates & secrets =

2 Search

B Overview

& Quickstart

A Integration assistant

Manage

B Branding & properties

D Authentication
Certificates & secrets

1l Token configuration

& APl permissions

& Expose an API

& Owners

M Manifest

Support + Troubleshooting

] «

Add a client secret X
Description [ e app secret

2

Y Gotlimdinc? Expires Recommended: 180 days (§ manths) ~

Credentials enable confidential applications to identify themselves to the authenticatio
scheme). For a higher level of assurance, we recommend using a certificate (instead of

W Application registration certificates and secrets can be found in the tabs below.

Certificates (0)  Client secrets (0)
A secret string that the application uses to prove its identity when requesting a token
+ Mew client secret
Description Expires Value &

Mo client secrets have been created for this application.

9. Click the “Add” button.

Home > App registrations > New App

o New App | Certificates & secrets

[ 5o

B Overdew

b Quickstart

& Integration assistant

Manage

B2 Branding & properties

D Authentication
Certificates & secrets

1! Token configuration

& APl permissions

& Expose an API

& Owners

M Manifest

Support + Troubleshooting

] «

Add a client secret X
Description (e app secre]

2

A Got feedback? Expires Recommended: 180 days (6 months) ~

Credentials enable confidential applications to identify themselves to the authenticatio
scheme). For a higher level of assurance, we recommend using a certificate (instead of

) Application registration certificates and secrets can be found in the tabz below.

Centificates (0)  Client secrets (0)

A secret string that the application uses to prove its identity when requesting a token

-+ New client secret

Deseription Expires Value &

No client secrets have been created for this application.

10. Copy the Client’s secret and paste it somewhere safe. You'll need it later.

Home > App registrations > New App

o New App | Certificates & secrets = *
[ search | « & Gotteedback?
B Overview 3 =
& Quickstart Credentials enable confidential applications to identify themselves to the authentication service when receiving tokens at a web addressable location (using an HTTPS

# Integration assistant

Manage

B Branding & properties

D Authentication
Certificates & secrets

11! Token configuration

& APl permissions

@ Expose an AP|

& Owners

M Manifest

Support + Troubleshooting

scheme). For a higher level of assurance, we recommend using a certificate (instead of a dlient secret] as a credential

) Appication registration certificates and secests can e found in the tabs below, X
Centificates (0)  Client secrets (1)
A secret string that the application uses to prove its identity when requesting a token Also can be referred to as application password
-+ New client secret
Description Expires. Value & Copy ta clipboard et 1D
i
New app secret 03/08/2024 RGZBQ-AMKATpiB3C4TIANLY3 kB & 3a5012bf-d0b4-44b5-801d-ccB0071ebE... D (5

11. Click on the “Manifest” menu item to the left of the screen. Scroll down to the “signinAudience* field and the value to

AzureADandPersonalMicrosoftAccount .



Home > App registrations > New App

[ New App | Manifest = x
B Search ] « Bsave X wd T Upload & Downmload | A7 Got feedback?
B Overview o ) . ) I ; ] o )
The editor below allows you to update this application by directly modilying its JSON representation. For more details, see: Understanding the Microsoft Entra ID application manifest
& Quickstart
. WL mepLrs UL e e e v,
A Integration assistant 55 “type*: "Web®
56 }
Manage 57 1.
58 “requiredResourceaccess®: [
B Branding & properties 59 i
L] “resourceAppId”: "0000A003-0000-0006-CO00-BANOOGRAD0ND",
D Authentieation 61 “resourceAccess”:
Certificates & secrets bl
63 “id": “elfe6dd8-ba3l-4d6l-8%e7-88639dad683d",
Il Token configuration 64 “type": “Scope”
65 }
& APl permissions 66 1
&7 i
@ by APl
posean [ 1.
& Cwners 69 "samlMetadatalrl": null,
- 70 "signInurl™: null,
W Manifest Q 71 "signInAudience”: "PersonalMicresoftAccount”,
72 “tags": [],

tokenEncryptionkeyId: null

Home > App registrations > New App

[ New App | Manifest = x
:;1 Search ] = B swve D Diseard T Upload L Downlosd | A7 Gotfeedback?
A Integration assistant The editor below allows you to update this application by directly modifying its JSON representation. For more details, see: Understanding the Microsoft Entra ID application manifest
Manage - I L LS UL G L e § A S U T S
55
= Branding & properties 56 ¥
57 1.
D Authentication 58 "requiredResourceAccess™: [
Certficates & secrets 2 t
60 "resourceAppId”: "00880003-0000-0000-C000-0000000000080",
11! Token configuration 61 “resourceAccess”:
62 {
& APl permissions 63 "id": "elfe6dde-ba3l-4d6l-E%e7-B8639dad683d",
& Expose an API ad “type": “Scope”
65
& Owners 66 1
(2] }
M Manifest 68 1.
69 “samlMetadataUrl”: null,
Suppert + Troubleshaoting 7o "signInUrl®: null,
) 71 "signInAudience”: “azuri.ﬁpnndrermnu‘lm.cmufmccnnn A
& Troubleshooting 72 “tags®: [],
B New support request ;: \ "tokenEncryptionKeyId": null

12. Click on the “Save" button to save your change.

Home > App registrations > New App

i New App | Manifest = x
[ searen ] « E_!im K Discard T Upload L Download | A7 Got feedback?
A Integration assistant The eMMalluws you to update this application by directly modifying its JSON representation. For more details, see: Understanding the Microsoft Entra ID application manifest
Mana - I L LS UL G L e § A S U T S
il 55 “type": "Web"
B Branding & properties 56
57 1.
D Authentication 58 "requiredResourcedccess®: [
Certficates & secrets 2 t
60 "resourceAppId”: "08080803-0000-0008-CHE0-0080D000000E",
1 Token configuration 61 “resourceAccess™: [
62 {
& APl permissions 63 "id": "elfe6dde-ba3l-4d6l-E%e7-B8639dad683d",
64 “type": "Scope”
@ APl
Expose an 5 )
& Owners 66 1
&7 }
B Manifest 68 1
69 samlMetadatalrl”: null,
Suppert + Troubleshooting 70 "signInurl®: null,
) 71 "signInAudience”: "AzureADandPersonalMicrosoftAccour
£ Troubleshoating 72 tags*: [],
B New support request ;: \ "tokenEncryptionKeyId": null

13. Click on the “API permissions" menu item to the left.



Mome > App registeations > New App

5 New App | API permissions =

] « O Refresh | & Got feedback?

B Overview

& Quickstart

A\ Starting Nauember Oth, 2000 end users will no longer be able ta grant cansent th newly regrtered multitenant apps without verified publishers
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A Integration assistant

Mana:
o @ The “Ademin consent required” cokimn shows the default value for an organization. However, user consent can be customized per permission, user, or app. This column may not reflect the
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D Authentication
Configured permissions

Certificates & secrets -~ . . . . N
Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured permissions should include

Il Token configuration all the permissions the application needs. Learn more about permissions and consent

# APl permissions |y + Add a permission

& Eposoen AR API  Permissions name Type Description Admin cansent required
& Owners e Mirasaft Graph (1)

M Manifest [ Delegated  Sign in and read user profile No

Support + Troubleshooting

14. Click on the “Add a permission“ button.

Home > App registrations > New App

5 New App | API permissions 2

[2 search 2 Got feedback?

] « () Refresh

B Overview

& Quickstart
A\ starting November 9th, 2020 end users will no longer be able to grant consent ta newly regrtered multitenant apps without verified publishers. Learn more
# Integration assistant

Mana
il @ The “Admin consent required” colimn shows the default value for an arganization. However, user consent can be customized per permission, user, or app. This column may not reflect the
B Branding & properties alue in your oeganization, or in organizations where this app will be used. Leam more
D Authentication )
Configured permissions

Certificates & secrets
Applications are authorized to call APIs when they are granted permissions by users/acimins as part of the consent process. The list of configured permissions should include

11! Token configuration all the permissions the application needs. Leam more about permissions and consent

& APl permissions + Addapermlssmi

@ E API
Hpose an 491 Pernissions n [ EIRRERY Type Description Admin consent required
& Owners
 Microsofi Graph (1)
M Manifest
UserRead Delegated  Sign in and read user profile N

Support + Troubleshooting

15. Click on the “Microsoft Graph* API.

Home > App registrations > New App

Request API permissions
= New App | APl permissions  #

Select an API
e ) N
|2 Search ] « () Refresh | & Got feedback? ik APl My AP
B Overview 3
Commenly used Microsoft APIs
& Quickstart

A\ starting bovembar Sth, 2020 end «
# Integration assistant Microsoft Graph

Take advantage of the tremendous ameunt of ata in Office 365, Enterprise Mability + Security, and Windows 10,

&

Mana
¢ 10 The “Aekin comsent recplec cokd m:::;ﬂ:t:ﬁ:&um Intune, Qutlook/Exchange, OneDrive, OneNote, SharePoint, Planner, and mare
B Branding & properties walue in your oeganization, or in ot
L]

D Authentication )
Configured permissions
Certificates & secrets
Applications are authorized to call APls ~ Mere Microsoft APIs.

all the permissions the application need

1! Token configuration

Eh Azure Communication )
& APl permissions. + Add a permission oy Asure Bach L oo AL Asure Cosmos DB
@ Ex an APl ube I 71 ot i wit wi n AP
pose ALY Vorssisicms pare Schedule large-scale paraliel and HPC Rich communication experiences with Fast NoSQL database with open APIs
_— appseations in the cloud the same secure CPaas platform used For any scale.
& Owners by Microsok Teams
 Microsoft Graph (1)
W Manifest

Support + Troubleshooting

UserRead

B Arure Data catalog

16. Click on the “Delegated permissions* option.

X4 sure nata Explorer




Mome > App registeations > New App

5 New App | API permissions =

Request API permissions X

€ Al APl

J " ) Refresh 5 Got feedback? 0 Microsoft Graph
hitps://graph microsoft com/ Docs of

B Overview What type of permissions does your application require?
& Quickstart
A\ Starting Mavember Oth, 2020 end © Delegated permissions Agplication permissions
#  Integration assistant ‘Your application needs 1o access the API as the signed-in user. Your application runs as  background service of daemen without 4
signed-in user.
Manage

© A cren i  oclegated permisslons Yourappliton needs b sccessthe AP thesigaedn ser: |

B Branding & properties walue in your arganization, ar in o
D Authentication )
Configured permissions
Certificates & secrets . i
Apglications are authorized to call APls
Il Token configuration all the permissions the application need

APl permissions. + Add a permission

@ E APl
xpose an AP1 / Permissions name
& Owners
o Microsoft Graph (1)

M Manifest
User Read

Support + Troubleshooting permissions Discard

17. Search for “files” and check the “Files.Read", “Files.Read.All*, “Files.ReadWrite*, and “Files.ReadWrite.All“ checkboxes. Search for

“offline” and check the “offline_access" checkbox.

n > Al i ions > New Apy H N
Home > App Mginrdiens: > N App Request AP| permissions X
- New App | API permissions
Select permissions expand all
[© searcty ] « () Refresh | &7 Got feedback? S .
B overview 5
& Quickstart @ The “Admin consent required” column shaws the default value for an organization. However, user cansent can be customized per =
A\ Starting Movember Sth, 2020 end o permissian, user, or app. This columa may not reflect the vakse in your organization, o in organizations where this app will be
# Integration assistant used.
Monsge 5 -
L] e Permission Admin consent required
B2 Branding & properties 1
D Authentication > CrossTenantUserProfileSharing

Configured permissions
Certificates & secrets
Applications are authorized to call APl Files (2)

1l Token configuration all the permissions the application nead
s FilesRead @
B APl permissions + Add a permission = il hrser e L
- iExpase an A AP1 / Permissions name ] Files Read All @ -
& Owners Read all files that user ean access =
~ Micrasaft Graph (1)
W Manifest
User.Read
Support + Troubleshooting
Home > App registrations > New App Py
Request APl permissions bt
5 New App | API permissions =
» CrossTenantUserProfileSharing -
] « O Refresh | & Got feedback?
~ Files (8)
B Overview v
FilesRead @
b Quickstart Mo

Read user files L3

Files Read All (@)
Read all files that user can access

A Starting November Sth, 2020 end «
# Integration assistant

Mana
o @ The "admin consent required” coki

Files Read Selected ©
walue in your arganization, ar in o

Read files that the user selects (preview)
Files ReadWrite

Have full access to user files

Files ReadWrite All (3

Have full access to all files user can access
Files ReadWrite AppFolder @

B Branding B properties No
D Authentication )
Configured permissions
Certificates & secrets . i
Apglications are authorized to call APls
Il Token configuration all the permissions the application need

APl permissions. + Add a permission

J0@E@®sE0aaa
g

No
Have ful access to the application's folder (preview)
& Expose an API
spesean AP1/ Permissions name e asiisSahersd G
2 Owners ’ e No .
o Migroseft Graph (1]
M Manifest

UserRead

Support + Troubleshooting




Home 2 A atiens Request APl permissions X
5 New App | API permissions =

Delegated permussions | Application permessions oS
Your application needs 1o access the API a5 the signed-in user Vour application muns 5 8 background service or daemon without 3
k; O Refresh | A7 Got feedback? signedin user

B Overview
Select permissions expand all
& Quickstart

A starting November 9th, 2020 end . [ 5 offine

# Integration assistant
Manage @ The s e @ the “Admin consent required- column shaws the default value for an crganization. However, user consent can be customized por %

e A cocnt requbect 008 permissiar, user, or agp. This columa may net reflect the value in your organization. of i organizations where this app will be
B2 Branding & properties Ve In your ero3 used. Leam more
D Authentication

Configured permissions . _ .
Certificates & secrets Permission Admin consent required
Applications are authorized to call APls
Il Token configuration all the permissions the application need PSR —
& API permissions b Add a permission prrmmp—
- No

& Expose an AP A1/ Permissions name u Maintain access to data you have given it access to
& Owners . ) -
B Manifest

v d
.. et
H “ el “ :

18. Click on the “Add permissions" button to save your selections.
Home > App registrations New App REqUESf API Permlsslons ®
5 New App | APl permissions  #
Delegated permusions | Applicstion permasssons .
‘Your application needs to access the AP as the signed-in user. Your application nuns a3 a background service or daemon withaut a
anch Refresh | A Got feedback? siged-in user
B Overview
Select permissions expand all
& Quickstart
A\ starting November Sth, 2020 end o offine

# Integration assistant
Manage @ The “Admin consent required colimn shows the default value for an Srganization. However, wser canient can be customized per %

il ot mprlie | permissian, user, ar app. This columa may not reflect the vahse in your organization, o in crganizations where this app will be

= Branding & properties used. Leam mote
D Authentication

Configured permissions . _ .

Certificates & secrets Permission Admin consent required

Applications are authorized to call APIS

m all the permissions the application neet

{1 Token configuration 2 pp ~ Openld permissions (1)

S AP permissions '

Add a permission offline_access @

AP/ Permissions name Maintain access to data you have given it access to

@ Expose an API Ho
2 Owners ) -

M Manifest

Support + Troubleshooting Add permissicr

. =

Now that you have all your credentials: we can proceed.

Update Your FlexiBackup Settings
You can update your FlexiBackup settings by following these steps:

1. Log into the backend of your website and open up the FlexiBackup module by clicking on the “Flexi Backup“ sub-item under the “Utilities*

item on the menu.

Utilities - -— " ) "

MUk @ Invoices Awaiting ... 7/17 A2 ConvertedLeads 4/17 == Projects In Progress 11 Tasks Not Finished 5/6
— —
[2) Inveice overview [ Estimate overview [3) Proposal averview {2 My TaDo ltems

0 Draft

. A Latest to d

7 Not Sent

—

5 Unpaid 0 Sent 0 Open

— + Latest finished to dos
0 Revised

20v 0 Decl 0 D¢

-

=] Leads Overview

yadmin/flexibacku

2. Click the “Settings" button on the top-right of the page. You should be directed to the “Settings" page.



[1c]

B a @ < v @ @
Existing Backups Exising Backups | Next Scheduled Backup | Sepuings [T
%~ Expont Q
Backup Date ~  Backup Data (click to download) Uploaded to remote storage Note Options
Database H e Restore | i Delete
& Upload to remote
Database L Restore | i Delete

Database L Restore | W Delete

& Upload to remote  IRUEUIR:]

Settings Existing Backups || Mext Scheduled Backup | Settings

Files backup schedule:

Database backup schedule:
v L
Chaoose the time for scheduled backup
10:00 PM @

Backup FileName Prefix
backup

Set the backup retention period in days (leave empty to disable)

Choose your remote storage (tap on an icon to select or unselect)

‘ FTP

3. Scroll down to the “Choose your remote storage (tap on an icon to select or unselect)” section. Select OneDrive, and Fill in the values for

the OneDrive Client ID, and OneDrive Client Secret. Click on the “Authorize” button. You should be redirected to Microsoft's OAuth2
consent page.

L Google Drive
OneDrive
LY &

OneDrive Client ID

OneDrive Client Secret

Include in files backup:

Modules
Application
Uploads
Assets
System
Resources

Media

Others (Root files such as index.php, .htaccess, robots.txt,



‘ Google Drive
@, OneDrive

OneDrive Client ID

OneDrive Client Secret

Include in files backup:

Modules
Application
Uploads
Assets
System
Resources

Media

Others (Root files such as index.php, .htaccess, robots.txt,

4. Click on the “Accept” button to accept access authorization. You should be redirected back to the Flexibackup module settings page.
& Access OneDrive files

New App will be able to open and edit
OneDxive files, including files shared with you.

W Have full access to
access o
New App will be able to read, create, update
and delete all OneDrive files that you can
access

fles that you have

N Maintain access to data you have given New
WS App access 1o
Allows New Ap to see and update the data you
gave it access to, even when you are not
currently using the app. This does not give New

App any additional permissions.

A

datn a3 specificd In thes Term The
publisher has not provided links to their terms far you 1o review. You
can change these p

Impartant: Osly accept if
dovwnlasded this app
fovolved In lcessing éh

5. Click on the “Save Changes" button.

Include in files backup:
Modules
B Application
Uploads
Assats
System
Resources
Media
Others (Root files such as index.php, .htaccess, robots.xt,
package.xml e t.c)
Automa y upload Scheduled Backup to remote storage
No

That's It!

That's all you need to integrate One Drive into the FlexiBackup module.



